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Intelligence collection by foreign intelligence officers and 
agents operating in the United States presents the greatest 
counterintelligence (CI) threat confronting the United States. 
Under cover of diplomatic establishments, foreign-owned comme -
cial entities and exchange student programs, the Soviet, sovi t 
Bloc, Peoples Republic of China and other criteria countries 
have emplaced large numbers of professional intelligence 
officers and other intelligence collectors (economic, scientific 
and technical, and military) in the United States. The nwnbers 
of foreign intelligence officers far surpass the counterintelli­
gence assets the us Government has been able to deploy against 
them, and the number has been increasing over the years. This 
issue has been studied extensively by the Interagency Group on 
Counterintelligence (IG/CI) and a series of recommendations 
were forwarded to and endorsed by the Senior Interagency Group 
for Intelligence (SIG/I). These recommendations were reviewed 
and endorsed by the National Security Planning Group (NSPG) on 
August 7, 1985. I have decided it is in the national interest 
to implement each of these proposals. 

The NSPG also recommended that the US Government adopt, in 
principle, the use of aperiodic, non-life style, CI-type 
polygraph examinations for all individuals with access to 
us Government Sensitive Compartment Information (SCI), 
Communications Security Information (COMSEC) and other speci 1 
access program classified information. I have decided this 
policy should be established. ct( 

In order to facilitate the implementation of these decisions I 
am directing the establishment of a task force to develop th 
time table, procedures and method to implement this Decisioni 
Directive. This implementation task force will be chaired b a 
representative of the Assistant to the President for Nationa 
Security Affairs. The task force will be composed of a 
sentative of each NSPG principal: Secretary of State, 
of Defense, Attorney General, Director of Central Intelligence, 
and Chainnan, Joint Chiefs of Staff. In addition, the task 
force will include a representative of the Director of the 
Federal Bureau of Investigation and a representative from 
Department of State/Office of Foreign Missions (OFH). 
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COU~TERINTELLIGENCE/COUNTERMEASURE IMPLEMENTATION 
TASK FORCE ~ 

Intelligence collection by foreign intelligence officers and 
agents operatinq in the United States presents the greatest 
counterintelligence (CI) threat confronting the United States. 
Under cover of diplomatic establishments, foreign-owned comme -
cial entities and exchange student programs, the Soviet, Sovi t 
Bloc, Peoples Republic of China and other criteria countries 
have emplaced large numbers of professional intelligence 
officers and other intelligence collectors (economic, scientific 
and technical, and military) in the United States. The nwnbers 
of foreign intelligence officers far surpass the counterintelli­
gence assets the us Government has been able to deploy against 
them, and the number has been increasinq over the years. This 
issue has been studied extensively by the Interagency Group on 
Counterintelligence (IG/CI) and a series of recommendations 
were forwarded to and endorsed by the Senior Interagency Group 
for Intelligence (SIG/I). These recommendations were reviewed 
and endorsed by the National Security Planning Group (NSPG) on 
August 7, 1985. I have decided it is in the national interest 
to implement each of these proposals. ~ 

The NSPG also recommended that the US Government adopt, in 
principle, the use of aperiodic, non-life style, CI-type 
polygraph examinations for all individuals with access to 
us Government Sensitive Compartment Information (SCI), 
Communications Security Information (COMSEC) and other speci 1 
access program classified information. I have decided this 
policy should be established. ct( 

In order to facilitate the implementation of these decisions I 
am directing the establishment of a task force to develop th 
time table, procedures and method to implement this Decision / 
Directive. This implementation task force will be chaired bi a 
representative of the Assistant to the President for Nationa~ 
Security Affairs. The task force will be composed of a repr~­
sentative of each NSPG principal: Secretary of State, Secre~ary 
of Defense, Attorney General, Director of Central Intelli9ence, 
and Chairman, Joint Chiefs of Staff. In addition, the task 
force will include a representative of the Director of the 
Federal Bureau of Investigation and a representative from 
Department of State/Office of Foreign Missions (OFH). ~ 
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